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The following table documents the configuration options for the Core module on the Portal system.

Section Iltem Admin* Values Description
ARGON CONFIG |[HASHLENGTH Y 16, 32, 64 Generate a x byte hash
ARGON CONFIG [ITERATIONS Y 3,5,10, 15, 20 Run X iterations

32, 64, 128, 256, 512,

ARGON_CONFIG |MEMORY Y 1024, 2048 Use xMB of memory
ARGON CONFIG |PARALLELISM Y 2,4,6,8 Use x threads
CORE _CONFIG [MENU ICONS Y No, Yes Use Menu Icons?
CORE _CONFIG |MULTI TIMEZONE Y No, Yes Is system multi-timezone?
CORE_CONFIG |PAGE CFG Y No, Yes Use new Page Config?
CORE_CONFIG |PASSWORD_ATTEMPTS 1,2,3,4,5 No. Login attempts before login

is locked

CORE_CONFIG

PASSWORD_CASE_SENSITIVE

Y

No, Yes

Are Passwords Case
Sensitive?

CORE_CONFIG

PASSWORD_EXPIRE

CORE_CONFIG

PASSWORD_HISTORY

30, 60, 90, 120, 365

No. days before password
expires

2,5,10, 20

No. of passwords to keep in
history

CORE CONFIG [SQL MAX REC Y 500, 1000, 2000, 5000 Max. No. records from a select
Runtime to log slow SQL
CORE_CONFIG |SQL_SLOW_LOG 10, 30, 60, 90, 120 (Seconds)
CORE_CONFIG |USER_LOGGING gg[‘;l Session, Menu, | ;cer | ogging Level
EMAIL CONFIG |[EMAIL DEBUG Y No, Yes Enable Email dequgging?
EMAIL CONFIG |[EMAIL FROM From address for emails
EMAIL_CONFIG |EMAIL_PASS E:rf/se";’ord to access emalil
EMAIL CONFIG |[EMAIL PORT Email Server Port
EMAIL CONFIG |[EMAIL SERVER IP of email server
SMTP, SMTPS, TLS,
EMAIL_CONFIG |[EMAIL_TRANSPORT OUTLOOK Transport Type
Username to access email
EMAIL_CONFIG |[EMAIL_USER server
0, 100, 200, 500, 1000, |Max. No. records for export
EXPORT_CONFIG|SQL_EXPORT_CACHE Y 2000, 5000 cache
999999, 1000, 2000, Max. No. records for an export
EXPORT_CONFIG|SQL_EXPORT_CHUNK Y 5000, 10000 chunk
Welcome Message displayed
HOME_CONFIG |[WELCOME_MESSAGE on Home Page
MFA CONFIG MFA ACCOUNT Y MFA Account
Number of code requests
MFA_CONFIG MFA_CODE_REQUESTS Y 5, 10, 15, 20 allowed within Expiry window
before disable
5 Minutes, 10 Minutes, 15 . .
MFA_CONFIG  |MFA_EMAIL_EXPIRY Y Minutes, 20 Minutes, 30 | Number of minutes to expiry of
Mi Emailed MFA Codes
inutes
. Is Multi Factor Authentication
MFA_CONFIG MFA_ENABLED Y Disabled, Enabled Enabled on the system?
MFA CONFIG MFA ISSUER Y MFA Issuer
MFA CONFIG MFA SECRET Y MFA Secret
MFA CONFIG MFA TIME SHIFT Y No, Yes Allow MFA Time Shift
8 Characters, 10
Characters, 12 Minimum Password Length for
PWD_CONFIG O_MIN_LENGTH_1 Characters, 16 Group Level 1
Characters
) ™
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Section Item Admin* Values Description
8 Characters, 10
Characters, 12 Minimum Password Length for
PWD_CONFIG O_MIN_LENGTH_2 Characters, 16 Group Level 2 ’
Characters
8 Characters, 10
Characters, 12 Minimum Password Length for
PWD_CONFIG O_MIN_LENGTH_3 Characters, 16 Group Level 3 k
Characters
Require Letter ("Y' Overrides
PWD_CONFIG 1 USE LETTER Yes Lov(\q/er/Upper S(ettings)
PWD CONFIG 2 USE LOWERCASE No, Yes Require Lowercase Letter
PWD CONFIG 3 USE UPPERCASE No, Yes Require Uppercase Letter
PWD CONFIG 4 USE NUMBER No, Yes Require Number
PWD CONFIG 5 USE SPECIAL No, Yes Require Special Character
PWD CONFIG 6 SPECIAL CHAR Y Special Character List
TAWK TO APl 1D tawk.to API ID
'[AWK TO PROPERTY ID tawk.to Property ID
W Note:

* Iltems marked "Admin" can only be changed by System Administrators
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